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Type or Print all Information Clearly:

Name: Denis Goulet Work Phone No. ©603.223.5703
First Middle Last

Work Address: Dept. of Information Technology, 27 Hazen Dr. Concord, NH 03301

Office/Appointment/Employment held: Commissioner/ClO, Dept. of Information Technology

List the full name, post office address, occupation, and principal place of business, if any, of the source of any reportable honorarium
or expense reimbursement. When the source is a corporation or other entity, the name and work address of the person representing the
corporation or entity in making the honorarium or expense reimbursement must be provided in addition to the name of the corporation
or entity.

Source of Honorarium or Expense Reimbursement:

Name of source:

First Middle Last

Post Office Address:

Occupation;

Principal Place of Business:

If source is a Corporation or other Entity:

Name of Corporation or Entity: University of New Hampshire

Name of Corporate/Entity Representative: _ Assoc. Prof. Kholekile L. Gwebu, PhD.

Work Address of Representative: __Peter T. Paul College of Business & Economics, UNH, 10 Garrison Ave.,
Durham, NH 03824 '

Value of Honorarium: $350.00 Date Received: 11/2016 If exact value is unknown, provide an estimate of the value of
the gift or honorarium and identify the value as an estimate.  Exact X Estimate

Value of Expense Reimbursement: Date Received: A copy of the agenda or an equivalent document must
be attached to this filing. Exact Estimate

Briefly describe the service or event this Honorarium or Expense Reimbursement relates to:
Panelist at Peter T. Paul College of Business & Economics Cybersecurity Symposium, 11/4/16

“I have read RSA 15-B and y swear or affirm that the foregoing information is true and complete to the best of my knowledge
and belief.”
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shall be guilty of a misdemeanor.

Return to: Secretary of State’s Office, State House Room 204, Concord, NH 03301 RECE'VED
12/16 JAN 102017
NEW HAMPSHIRE

DEPARTMENT OF STATE



Paul T. Paul College of Business and Economics Cyber Security Symposium
11/4/2016 '

Goal: The symposium is being run in conjunction with the New Hampshire Small Business
Development Center (NH SBDC) with the primary goal being to enhance New Hampshire Small
and Medium Sized Enterprise (SME) cyber security protection through awareness and action.

Attendees and Participants: This symposium will bring together cyber security industry experts,
25-30 NH SMEs with cyber security challenges/or interests, representatives from the NH SBDC,
60-70 students studying cyber security issues, faculty engaged in cyber security research, and the
general public.

Schedule:
8:30am - 9:00am - Breakfast and Registration
9:00am - 9:15am - Welcome Address
9:15am - 9:50am — Poster Session
9:50am - 10:00am — Break
10:00am - 12:00pm - Workshop Session

Symposium Structure: The symposium will run form 8:30am-12:00pm. The symposium will
consist of two sessions:
e an “awareness session” which will focus on making SMEs aware of various important
cyber security issues via student research poster presentations
e an “action session” which will consist of a workshop session conducted by cyber security
experts and Paul College faculty.

Student Poster Session (awareness session)

¢ Paul College Information Systems and Business Analytics (ISBA) students will present
cyber security research that they conducted in their E-commerce course and their
Database Management course.

¢ Poster will be presented by the students in the Great Hall at Peter T. Paul College of
Business and Economics from 9:15am-9:50am

e Poster topic include:

o Securing your accounts

Ransomware

Password usage and management

Desktop security

Protecting mobile devices

Artificial Intelligence & Cybersecurity

Protection from viruses, worms, Trojan horses, and other malicious code

Best practices for managing and storing sensitive information

Best practices for responding to and recovering from breach incidents
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Best cyber security solutions for detection and protecting SMEs from data
security threats

Best practices for keeping cloud-stored data safe

Tips for setting up security practices and policies to protect sensitive information
Best data backup solution for SMEs.

Cyber security solutions for detecting and protecting SMEs from data security
threats
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Workshop Session (action session)

e Following the poster presentations some cyber security experts will conduct a workshop
session for the SMEs. The workshop will be moderated by Paul College faculty who are
currently engaged in cyber security research

e During the workshop the industry experts will share cyber security strategies, solutions
and innovative best practices with the invited SMEs. We would also like to hear from
SMEs about their cyber security challenges and how the SMEs deal with them during the
Q&A sessions.

e We anticipate that the workshop will be comprised of 25-30 SMEs (owners, senior
managers or [T personnel).

o The speakers for the workshop and their topics are as follows:

Time Topic Speaker

10:00am -10:30am Are you prepared to deal | Denis Goulet

with a cyber security Commissioner / Chief

breach? Information Officer
NH Department of
Information Technology
10:30am -11:00am Cyber security best Todd Waskelis,
practices for SMEs. Vice President at AT&T

Security Solutions

11:00am -11:30am

Recovering from a cyber
security breach.

Diana Kelley
Executive Security

Advisor,
IBM Security

11:30am — 12:00pm

General Q&A + Discussion

Other Details
o Date: 11/4/2016
Time: 8:30am-12:00pm
Venue: University of New Hampshire Paul College of Business & Economics EDP 35
Parking: Details will follow
Cost for Attendees: Free




