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STATE OF NEW HAMPSHIRE

DEPARTMENT OF INFORMATION TECHNOLOGY

27 Hazen Dr., Concord, NH 03301

Fax; 603-271-1516 TOD Access: 1-800-735-2964

www.nh.gov/doit

Denis Goulet

Commissioner

June 29, 2020

His Excellency, Governor Christopher T. Sununu
and the Honorable Executive Council

State House

Concord, NH 03301

INFORMATIONAL ITEM

1. Pursuant.to RSA 4:45, RSA 4:47, and Section 4 of Executive Order 2020-04 as extended by
Executive Orders 2020-05, 2020-08, 2020-09, 2020-10 and 2020-14, Governor Sununu has
authorized the Department of Information Technology, to enter into a Sole Source contract with
MTX Group, Inc., 333 Broadway, Suite 460, Troy, NY 12180, (VC 287674), in an amount not to
exceed $100,000.00 for professional services to implement State of New Hampshire initiatives
related to the COVID -19 crisis, through March 30, 2021, with the option of a one year renewal.
Source of Funds: 100% Capital Funds

Funds are available in SFY 2020 with the authority to adjust encumbrances between fiscal years
within the price limitation through the Budget. Office, if needed and justified.

CAT#-DEPT#-AGENCY#-ACTIVITY#.ACCOUNTINC UNIT DEPT NAME-

AGENCY NAME-ACCOUNTING UNIT NAME CLASS-OBJECT - DESC

SFY 20

01-03-03-030030-88820000 - DolT Business One Stop
034-500099 Capital Project

$ 100,000

2. Pursuant to RSA 4:45, RSA 4:47, and Section 4 of Executive Order 2020-04 as extended by
Executive Orders 2020-05,2020-08, 2020-09, 2020-10 and 2010-14, Governor Sununu has

authorized the Department of Information Technology, on behalf of the Department of Health and .
Human Services, to enter into a Retroactive, Sole Source contract amendment with MTX Group,
Inc., 333 Broadway, Suite 460, Troy, NY 12180, (VC 287674), increasing the price limitation by
$429,418.00 from $100,000.00 to $529,418.00, for professional services to implement State of New
Hampshire initiatives related to the COVID -19 crisis effective March 30, 2020 through March 30,
2021. The original contract was approved by the Governor on April 7, 2020. Source of Funds: 100%
Federal Funding.
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Funds are available in the following accounts for State Fiscal Year 2020, with the authority to
adjust budget line items within the price limitation and encumbrances between state fiscal years
through the Budget Office, if needed and justified.

CAT#-DEPT#-AGENCY#-ACTIVITY#-ACCOUNTING UNIT #- DEPT

NAME- AGENCY NAME -ACCOUNTING UNIT NAME_CLASS- OBJECT
• DESC

Activity Code SPY 20

01 -03-03-030010-76950000 DolT - IT for DHHS

038-509038 Agency Application Software

03950290 $54,418

05-95-90-903010-18350000- DHHS Public Health Division, Bureau

of Laboratory Services, NH ELC
102-500731 Contracts for Prog Svc

90183520 $375,000

Total $429,418

EXPLANATION

This contract is Sole Source due to the Covid-19 emergency. MTX will quickly deploy and Go
Live with technology solutions to support and provide the essentials that the State of NH needs to begin
leveraging to improve overall outreach and engagement with constituents across the state of New
Hampshire.

NH's desired solution features and requirements, as they are understood today under the COVID-
19 emergency, are identified below. Additional features and requirements may be introduced and
prioritized by the State as the project progresses.

•  Support and maintenance of the State of New Hampshire Enterprise Production site
•  Enhancements for Governor's site to address COVID 19 requirements
•  Enhancements for Veterans' Services to address COVID 19 requirements and data migration
•  Implementation of CRM solutions to support new call centers being implemented by agencies

in response to COVID 19 office closures
•  Implementation of CRM solution for Public Health
•  Additional support for COVID 19 related activities.

DolT, on behalf of DHHS, requested a Retroactive and Sole Source amendment to the contract
due to the Covid-19 emergency. The amendment provides the ability for the Department of Health and
Human Services, Division of Public Health, to quickly implement and deploy a COVID-19 Illness Tracking
and Contact Tracing System and a Public Health Inventory Tracking solution in response to the COVID-
19 Pandemic. The original scope of the contract provided for the Implementation of a CRM solution for
Public Health but the extent of the scope of the work was not known at the time of contract. With a detailed
scope of work now in place it was necessary to increase the price limitation of the contract. MTX Group
has successfully completed multiple projects for the State and has the necessary knowledge and desire to
work with the State to complete these implementations.

MTX Group will provide a solution for COVID-19 Illness Tracking and Contact Tracing which
includes the process of identification of persons who may have come into contact with an infected person
("contacts") and the subsequent collection of further information about these contacts. The goals of this
system will be to assist in controlling the spread of COVID-19, by utilizing a system to reduce the errors
made in an otherwise manual effort associated with the process of interviewing a known or suspected case
and then trace back to family, friends, coworkers, neighbors and others. By tracing this information and
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interviewing others that were potentially exposed the Department will be able to recommend testing,
quarantine, or other treatment to slow the transmission of the virus to others.

MTX Group will also provide a Public Health Inventory Tracking System which will include the
ability to enter receipt of products received from external suppliers, ability to track shipment of products to
external entities, ability to maintain on-hand counts of inventory, provide a security model and testing and
training.

Respectfully submitted,

for

Denis Goulet

Commissioner

Department of Information Technology

DG/ik

DolT #2020-085

RID: 50248
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Commissioner

STATE OF NEW HAMPSHIRE
DEPARTMENT OF INFORMATION TECHNOLOGY

27 Hftxen Dr., Concord, NH 03301
Fax: TDD Accew: 1-600-735-2964

www.nh.gov/doit

May 29, 2020

His Excellency, Governor Christopher T. Sunuhu
State House

Concord, NH 03301

REQUESTED ACTION

Authorize the Department of Infonnatlon Technology, for the benefit of the Department of Health and
Human Services, to enter into Retroactive, Sole Source contract amendment with MTX Group, Inc., of Troy,
NY, (VC 287674), increasing the Price Limitation by $429,418.00 from $100,000.00 to $529,418.00, to provide
professional services to implement State of New Hampshire initiatives related to the COVID -19 crisis, effective
upon Governor approval for the period from March 30, 2020 through March 30, 2021. Source of Funds: 100%
Federal Funding.

Funds are available in the following accounts for State Fiscal Year 2020, with the authority to adjust
budget line items within the price limitation and encumbrances between state fiscal years through the Budget
Office, if needed and justified.

CAT«-DEPT#-AGENCY#.ACTIVITV«-ACCOUNTING UNIT #-
DEFT NAME- AGENCY NAME -ACCOUNTING UNIT
NAME CLASS-OBJECT- DESC

Activity
Code

SPY 20

01-03-03-030010-76950000 DoIT - IT for DHHS
038-509038 Aftcncv Application Software

03950290 $54,418

05-95-90-903010-18350000- DHHS Public Health Division,
Bureau of Laboratory Services, NH ELC
102-500731 Contracts for Ptor Svc

90183520 $375,000

Total $429,418

EXPLANATION

This request is Retroactive and Sole Source due to the Covid-i9 emergency. This amendment will
provide the ability for the Department of Health and Human Services, Division of Public Health, to quickly
implement and deploy a COVID-19 Illness Tracking and Contact Tracing System and a Public Health Inventory
Tracking solution in response to the COVID-19 Pandemic. The originai scope of the contract provided for the
Implementation of a CRM solution for Public Health but; the extent of the scope of the work was not known at
Ihe time of contract. With a detailed scope of work now In place it is necessary to increase the price limitation
of the contract. MTX Group has successfully completed multiple projects for the State and has the necessary
knowledge and desire to work with the State to complete these implementations.

MTX Group will provide a solution for COVID-19 Illness Tracking and Coiitact Tracing which includes
the process of identification of persons who may have come into contact with an infected person ("contacts )
and Iho subsequent collection of further information about these contacts. The goals of this system will be to
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assist in controlling the spread of COVID-19, by utilizing a system to reduce the errors made in an otherwise
manual effort associated with the process of Interviewing a known or suspected case and then trace back to
family, friends, coworkers, neighbors and others. By tracing this information and Interviewing others that were
potentially exposed the Department will be able to recommend testing, quarantine, or other treatment to slow the
transmission of the virus to others.

MTX Group will also provide a Public Health Inventory Tracking System which will Include the ability
to enter receipt of products received from external suppliers, ability to track shipment of products to external
entities, ability to maintain on-hand counts of inventory, provide a security model and testing and training.

Should this request not be approved, the Stale's ability to provide essential outreach and engagement to
individuals affected the COVID-19 pandemic will be negatively impacted. Both the ability to perform contract
tracing as well as effectively manage the inventory of supplies are critical components to the control of the
spread of the COVID-19 virus.

Respectfully Submitted,

-for

Denis Goulet

Commissioner

Department of Information Technology

f\ A. Shibinette
Jominissloner

Department of Health and Human Services

I hereby approve this request pursuant to RSA 4:45, RSA 4:47, and Section 4 of Executive Order 2020-04 as
extended by Executive Orders 2020-05,2020-08 and 2020-09.

11^/20X0 _
Date Name: Governor, Christopher T. Sununu

Dorr RID a 50248
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STATE OF NEW HAMPSHIRE

DEPARTMENT OF INFORMATION TECHNOLOGY

Professional Services

COVID-19 DoIT Contract #2020-085

Amendment A



STATE OF NEW HAMPSHIRE

DEPARTMENT OF INFORMATION TECHNOLOGY

Professional Services

COVID-.19 DoIT Contract #2020-085

Amendment A

WHEREAS, pursuant to an Agreement approved by Governor Christopher T. Sununu, on April 4, 2020,
(herein after referred to as the "Agreement"), MTX GROUP INC (hereinafter referred to as "Contractor"
agreed to supply certain services upon the terms and conditions specified in the Agreement and in
consideration of payment by the Department of Infonnation Technology (hereinafter referred to as the
"Department"), certain sums as specified therein;

WHEREAS, pursuant to the Agreement Section 17: Amendment and the provisions of the Agreement, the
Agreement may be modified or amended only by a written instrument executed by the parties thereto and
approved by the Governor and Executive Council unless no such approval is required under the
circumstances pursuant to State law, rule or policy;

WHEREAS, the Contractor and the Department have agreed to amend the Agreement in certain respects;

WHEREAS, the Department and the Contractor wish to increase the Contract price by $429,418.00 to
bring the total contract price to $529,418.00;

WHEREAS, the Department and the Contractor seek to clarify the Agreement.

NOW THEREFORE, in consideration of the foregoing, and the covenants and conditions contained in the
Agreement and set forth herein, the parties agree as follows:

The Agreement is hereby amended as follows:

1. Amend Section 1.8 of the State of New Hampshire P-37 General Provisions by increasing the
Price Limitation by $429,418.00 from $100,000.00 to $529,418.00.

2. The Agreement is further amended by adding the following Attachments:

NH DHHS Exhibit I- BAA

NH DHHS Exhibit K-Information Security Requirements v5 100918

State of NH Contract DoIT # 2020-085 Amendment A

Date: 5/30/2020
Contractor's Initials:

Page 2 of 5



STATE OF NEW HAMPSHIRE

DEPARTMENT OF INFORMATION TECHNOLOGY

Professional Services

COVID-19 DoIT Contract #2020-085

Amendment A

CONTRACT HISTORY

CONTRACT AND

AMENDMENT

NUMBER

AMENDMENT

TYPE

GOVERNOR

APPROVAL

DATE

END DATE CONTRACT

AMOUNT

DoIT Contract ID

# 2020-085

Original Contract April 7, 2020 March 31,2021 $100,000.00

Amendment A 1*' Amendment TBD March 31, 2021 $429,418.00

CONTRACT TOTAL $529,418.00

Stale of NH Contract DoiT # 2020-085 Amendment A

Date: 5/30/2020
Contractor's Initials:

Page 3 of 5



STATE OF NEW HAMPSHIRE

DEPARTMENT OF INFORMATION TECHNOLOGY

Professional Services

COVID-19 DoIT Contract #2020-085

Amendment A

CONTRACTOR

Except as provided herein, all provisions of the Agreement shall remain in full force and effect. This
modification shall take effect upon the approval date from the Governor and the Executive Council.

IN WITNESS WHEREOF, the parties have hereunto set their hands as of the day and year first above

written.

Date: 5/3Q/2Q2Q

Das Nobel, Founder & Chief Strategy Officer
MTX Group, Inc.

STATE QF NEWJIAMPSWIRE

"— for Date: 6/2/2020

Denis Goulet, Commissioner
State of New Hampshire, Department of Information Technology

The preceding Amendment, having been reviewed by this office, is approved as to form, substance, and
execution.

Approved by the Attorney General

Date: 8/3/2020

State of New Hampshire, Department of Justice

I hereby certify that the foregoing amendment was approved by the Governor and Executive Council of
the State of New Hampshire at the Meeting on: (date of meeting)

State of NH Contract DoIT # 2020-085 Amendment A Date: 5/30/2020

Contractor's Initials:

Page 4 of 5



STATE OF NEW HAMPSHIRE

DEPARTMENT OF INFORMATION TECHNOLOGY

Professional Services

COVID-19 DoIT Contract #2020-085

Amendment A

Office of the Secretary of State

Date:

State of New Hampshire, Department of Administration

State of NH Contract DolT # 2020-085 Amendment A Date: 5/30/2020
Contractor's Initials:

Page 5 of 5



New Hampshire Department of Health and Human Services

Exhibit I

HEALTH INSURANCE PORTABILITY ACT

BUSINESS ASSOCIATE AGREEMENT

The Contractor identified in Section 1.3 of the General Provisions of the Agreement agrees to
comply with the Health Insurance Portability and Accountability Act, Public Law 104-191 and
with the Standards for Privacy and Security of Individually Identifiable Health Information, 45
CFR Parts 160 and 164 applicable to business associates. As defined herein, "Business
Associate" shall mean the Contractor and subcontractors and agents of the Contractor that
receive, use or have access to protected health information under this Agreement and "Covered
Entity" shall mean the State of New Hampshire, Department of Health and Human Services.

(1) Definitions.

a. "Breach" shall have the same meaning as the term "Breach" in section 164.402 of Title 45,
Code of Federal Regulations.

b. "Business Associate" has the meaning given such term in section 160.103 of Title 45, Code
of Federal Regulations.

c. "Covered Entity" has the meaning given such term in section 160.103 of Title 45,
Code of Federal Regulations.

d. "Desicnated Record Set" shall have the same meaning as the term "designated record set"
in 45 CFR Section 164.501.

e. "Data AaareQatlon" shall have the same meaning as the term "data aggregation" in 45 CFR
Section 164.501.

f. "Health Care Operations" shall have the same meaning as the term "health care operations"
in 45 CFR Section 164.501.

g. "HITECH Act" means the Health Information Technology for Economic and Clinical Health
Act, TitleXIII, Subtitle D, Part 1 & 2 of the American Recovery and Reinvestment Act of
2009.

h. "HIPAA" means the Health Insurance Portability and Accountability Act of1996, Public Law
104-191 and the Standards for Privacy and Security of Individually Identifiable Health
Information, 45 CFR Parts 160, 162 and 164 and amendments thereto.

i. "Individual" shall have the same meaning as the term "individual" in 45 CFR Section 160.103
and shall include a person who qualifies as a personal representative in accordance with 45
CFR Section 164.501(g).

]. "Privacy Rule" shall mean the Standards for Privacy of Individually Identifiable Health
Information at 45 CFR Parts 160 and 164, promulgated under HIPAA by the UnitedStates
Department of Health and Human Services.

k. "Protected Health Information" shall have the same meaning as the term "protected health
information" in 45 CFR Section 160.103, limited to the information created or received by
Business Associate from or on behalf of Covered Entity.

3/2014 Exhibit 1 Contractor Initials.
Health Insurance Portability Act
Business Associate Agreement

Page 1 of 6 Date,



New Hampshire Department of Health and Human Services

Exhibit I

I. "Required bv Law" shall have the same meaning as the term "required by law" in 45CFR
Section 164.103.

m. "Secretary" shall mean the Secretary of the Department of Health and Human Servicesor
his/her designee.

n. "Security Rule" shall mean the Security Standards for the Protection of Electronic Protected
Health Information at 45 CFR Part 164, Subpart C, and amendments thereto.

0. "Unsecured Protected Health Information" means protected health information that Is not
secured by a technology standard that renders protected health information unusable,
unreadable, or indecipherable to unauthorized individuals and is developed or endorsed by
a standards developing organization that is accredited by the American National Standards
Institute.

p. Other Definitions - All terms not otherwise defined herein shall have the meaning
established under 45 C.F.R. Parts 160,162 and 164, as amended from time to time, and the
HITECH

Act.

(2) Business Associate Use and Disclosure of Protected Health Information.

a. Business Associate shall not use, disclose, maintain or transmit Protected Health
Information (PHI) except as reasonably necessary to provide the services outlined under
Exhibit A of the Agreement. Further, Business Associate, including but not limited to all
its directors, officers, employees and agents, shall not use, disclose, maintain or transmit
PHI in any manner that would constitute a violation of the Privacy and Security Rule.

b. Business Associate may use or disclose PHI:
I. For the proper management and administration of the Business Associate:
II. As required by law, pursuant to the terms set forth in paragraph d. below; or
III. For data aggregation purposes for the health care operations of Covered

Entity.

c. To the extent Business Associate is permitted under the Agreement to disclose PHI to a
third party, Business Associate must obtain, prior to making any such disclosure, (i)
reasonable assurances from the third party that such PHI will be held confidentially and
used or further disclosed only as required by law or for the purpose for which It was
disclosed to the third party; and (ii) an agreement from such third party to notify Business
Associate, in accordance with the HIPAA Privacy, Security, and Breach Notification
Rules of any breaches of the confidentiality of the PHI, to the extent it has obtained
knowledge of such breach.

d. The Business Associate shall not, unless such disclosure is reasonably necessary to
provide services under Exhibit A of the Agreement, disclose any PHI in response to a
request for disclosure on the basis that it is required by law, without first notifying
Covered Entity so that Covered Entity has an opportunity to object to the disclosure and
to seek appropriate relief. If Covered Entity objects to such disclosure, the Business

3/2014 Exhibit I Contractor Initials

Health Insurance Portability Act
Business Associate Agreement
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New Hampshire Department of Health and Human Services

Exhibit I

Associate shall refrain from disclosing the PHI until Covered Entity has exhausted all
remedies.

e. If the Covered Entity notifies the Business Associate that Covered Entity has agreed to
be bound by additional restrictions over and above those uses or disclosures or security
safeguards of PHI pursuant to the Privacy and Security Rule, the Business Associate
shall be bound by such additional restrictions and shall not disclose PHI in violation of
such additional restrictions and shall abide by any additional security safeguards.

(3) Obligations and Activities of Business Associate.

a. The Business Associate shall notify the Covered Entity's Privacy Officer immediately
after the Business Associate becomes aware of any use or disclosure of protected
health information not provided for by the Agreement including breaches of unsecured
protected health information and/or any security incident that may have an impact on the
protected health information of the Covered Entity.

b. The Business Associate shall immediately perform a risk assessment when it becomes
aware of any of the above situations. The risk assessment shall include, but not be
limited to:

0  The nature and extent of the protected health information involved, including the
types of identifiers and the likelihood of re-identification;

o The unauthorized person used the protected health information or to whom the
disclosure was made;

0 Whether the protected health information was actually acquired, or viewed
0  The extent to which the risk to the protected health information has been

mitigated.

The Business Associate shall complete the risk assessment within 48 hours of the
breach and immediately report the findings of the risk assessment in writing to the
Covered Entity.

c. The Business Associate shall comply with all sections of the Privacy, Security, and
Breach Notification Rule.

d. Business Associate shall make available all of its internal policies and procedures, books
and records relating to the use and disclosure of PHI received from, or created or
received by the Business Associate on behalf of Covered Entity to the Secretary for
purposes of determining Covered Entity's compliance with HIPAA and the Privacy and
Security Rule.

e. Business Associate shall require all of its business associates that receive, use or have
access to PHI under the Agreement, to agree in writing to adhere to the same
restrictions and conditions on the use and disclosure of PHI contained herein, including
the duty to return or destroy the PHI as provided under Section 3 (I). The Covered Entity
shall be considered a direct third party beneficiary of the Contractor's business associate
agreements with Contractor's intended business associates, who will be receiving PHI

3/2014 Exhibit I Contractor Inilials

Health Insurance Portability Act
Business Associate Agreement
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New Hampshire Department of Health and Human Services

Exhibit I

pursuant to this Agreement, with rights of enforcement and indemnification from such
business associates who shall be governed by standard Paragraph #13 of the standard
contract provisions {P-37) of this Agreement for the purpose of use and disclosure of
protected health information.

f. Within five (5) business days of receipt of a written request from Covered Entity,
Business Associate shall make available during normal business hours at its offices ail
records, books, agreements, policies and procedures relating to the use and disclosure
of PHI to the Covered Entity, for purposes of enabling Covered Entity to determine
Business Associate's compliance with the terms of the Agreement.

g. Within ten (10) business days of receiving a written request from Covered Entity,
Business Associate shall provide access to PHI in a Designated Record Set to the
Covered Entity, or as directed by Covered Entity, to an individual in order to meet the
requirements under 45 CFR Section 164.524.

\

h. Within ten (10) business days of receiving a written request from Covered Entity for an
amendment of PHI or a record about an individual contained in a Designated Record
Set, the Business Associate shall make such PHI available to Covered Entity for
amendment and incorporate any such amendment to enable Covered Entity to fulfill its
obligations under 45 CFR Section 164.526.

i. Business Associate shall document such disclosures of PHI and information related to

such disclosures as would be required for Covered Entity to respond to a request by an
individual for an accounting of disclosures of PHI in accordance with 45 CFR Section
164.528.

j. Within ten (10) business days of receiving a written request from Covered Entity for a
request for an accounting of disclosures of PHI, Business Associate shall makeavailable
to Covered Entity such information as Covered Entity may require to fulfill its obligations
to provide an accounting of disclosures with respect to PHI in accordance with 45 CFR
Section 164.528.

k. In the event any individual requests access to, amendment of, or accounting of PHI
directly from the Business Associate, the Business Associate shall within two (2)
business days forward such request to Covered Entity. Covered Entity shall have the
responsibility of responding to forwarded requests. However, if forwarding the
individual's request to Covered Entity would cause Covered Entity or the Business
Associate to violate HIPAA and the Privacy and Security Rule, the BusinessAssociate
shall instead respond to the individual's request as required by such law and notify
Covered Entity of such response as soon as practicable.

I. Within ten (10) business days of termination of the Agreement, for any reason, the
Business Associate shall return or destroy, as specified by Covered Entity, all PHI
received from, or created or received by the Business Associate in connection with the
Agreement, and shall not retain any copies or back-up tapes of such PHI. If return or
destruction is not feasible, or the disposition of the PHI has been otherwise agreed toin
the Agreement, Business Associate shall continue to extend the protections of the
Agreement, to such PHI and limit further uses and disclosures of such PHI to those
purposes that make the return or destruction infeasible, for so long as Business

3/2014 Exhibit I Contractor Initials
Health Insurance Portability Act
Business Associate Agreement
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Associate maintains such PHI. If Covered Entity, in its sole discretion, requires that the
Business Associate destroy any or all PHI, the Business Associate shall certify to
Covered Entity that the PHI has been destroyed.

(4) Obligations of Covered Entity

a. Covered Entity shall notify Business Associate of any changes or limitation(s) in its
Notice of Privacy Practices provided to individuals in accordance with 45 CFRSection
164.520, to the extent that such change or limitation may affect Business Associate's
use or disclosure of PHI.

b. Covered Entity shall promptly notify Business Associate of any changes in, or revocation
of permission provided to Covered Entity by individuals whose PHI may be used or
disclosed by Business Associate under this Agreement, pursuant to 45 CFR Section
164.506 or 45 CFR Section 164.508.

c. Covered entity shall promptly notify Business Associate of any restrictions on the use or
disclosure of PHI that Covered Entity has agreed to in accordance with 45 CFR 164.522,
to the extent that such restriction may affect Business Associate's use or disclosure of
PHI.

(5) Termination for Cause

In addition to Paragraph 10 of the standard terms and conditions (P-37) of this
Agreement the Covered Entity may immediately terminate the Agreement upon Covered
Entity's knowledge of a breach by Business Associate of the Business Associate
Agreement set forth herein as Exhibit I. The Covered Entity may either immediately
terminate the Agreement or provide an opportunity for Business Associate to cure the
alleged breach within a timeframe specified by Covered Entity. If Covered Entity
determines that neither termination nor cure is feasible. Covered Entity shall report the
violation to the Secretary.

(6) Miscellaneous

a. Definitions and Regulatory References. All terms used, but not otherwise defined herein,
shall have the same meaning as those terms in the Privacy and Security Rule, amended
from time to time. A reference in the Agreement, as amended to include this Exhibit I, to
a Section in the Privacy and Security Rule means the Section as in effect or as
amended.

b. Amendment. Covered Entity and Business Associate agree to take such action as is
necessary to amend the Agreement, from time to time as is necessary for Covered
Entity to comply with the changes in the requirements of HIPAA, the Privacy and
Security Rule, and applicable federal and state law.

c. Data Ownershio. The Business Associate acknowledges that it has no ownership rights
with respect to the PHI provided by or created on behalf of Covered Entity.

d. Interpretation. The parties agree that any ambiguity in the Agreement shall be resolved
to permit Covered Entity to comply with HIPAA, the Privacy and Security Rule.

3/2014 Exhibit I Contractor Initials
Health insurance Portability Act '
Business Associate Agreement
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New Hampshire Department of Health and Human Services

Exhibit I

Segregation. If any term or condition of this Exhibit I or the application thereof to any
person(s) or circumstance is held invalid, such invalidity shall not affect other terms or
conditions which can be given effect without the invalid term or condition; to this end the
terms and conditions of this Exhibit I are declared severable.

Sun/ival. Provisions in this Exhibit I regarding the use and disclosure of PHI, return or
destruction of PHI, extensions of the protections of the Agreement in section (3) I, the
defense and indemnification provisions oif section (3) e and Paragraph 13 of the
standard terms and conditions (P-37), shall survive the termination of the Agreement.

IN WITNESS WHEREOF, the parties hereto have duly executed this Exhibit I.

Department of Health and Human Services

The State

Signature of Authorized Representative

Name of Authorized Representative

Title of Authorized Representative

Date

MTX Grouo Inc

Name of the Coptractor

Signature of Authorized Representative

Das Nobe
Name of Authorized Representative

HFO
Title of Authorized Representative

(yr-As/kaso
Date

3/2014 Exhibit 1

Health Insurance Portability Act
Business Associate Agreement

Page 6 of 6
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New Hampshire Department of Health and Human Services

Exhibit K

DHHS Information Security Requirements

A. Definitions

The following terms may be reflected and have the described meaning In this document:

1. "Breach" means the loss of control, compromise, unauthorized disclosure,
unauthorized acquisition, unauthorized access, or any similar term referring to
situations where persons other than authorized users and for an other than
authorized purpose have access or potential access to personally identifiable
information, whether physical or electronic. With regard to Protected Health
Information," Breach" shall have the same meaning as the term "Breach" in section
164.402 of Title 45, Code of Federal Regulations.

2. "Computer Security Incident" shall have the same meaning "Computer Security
Incident" in section two (2) of NIST Publication 800-61, Computer Security Incident
Handling Guide, National Institute of Standards and Technology, U.S. Department
of Commerce.

3. "Confidential Information" or "Confidential Data" means all confidential information

disclosed by one party to the other such as all medical, health, financial, public
assistance benefits and personal information including without limitation. Substance
Abuse Treatment Records, Case Records, Protected Health Information and
Personally Identifiable Information.

Confidential Information also includes any and all information owned or managed by
the State of NH - created, received from or on behalf of the Department of Health and
Human Sen/ices (DHHS) or accessed in the course of performing contracted
services - of which collection, disclosure, protection, and disposition is governed by
state or federal law or regulation. This information includes, but is not limited to
Protected Health Information (PHI), Personal Information (PI), Personal Financial
Information (PFI), Federal Tax Information (FTI), Social Security Numbers (SSN),
Payment Card Industry (PCI), and or other sensitive and confidential information.

4. "End User" means any person or entity (e.g., contractor, contractor's employee,
business associate, subcontractor, other downstream user, etc.) that receives
DHHS data or derivative data in accordance with the terms of this Contract.

5. "HIPAA" means the Health Insurance Portability and Accountability Act of 1996 andthe
regulations promulgated thereunder.

6. "Incident" means an act that potentially violates an explicit or implied security policy,
which includes attempts (either failed or successful) to gain unauthorized access to a
system or its data, unwanted disruption or denial of service, the unauthorized use of
a system for the processing or storage of data; and changes to system hardware,
firmware, or software characteristics without the owner's knowledge, instruction, or
consent. Incidents include the loss of data through theft or device misplacement, loss
or misplacement of hardcopy documents, and misrouting of physical or electronic
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mail, all of which may have the potential to put the data at risk of unauthorized
access, use, disclosure, modification or destruction.

7. "Open Wireless Network" means any network or segment of a network that Is
not designated by the State of New Hampshire's Department of Information
Technology or delegate as a protected network (designed, tested, and
approved, by means of the State, to transmit) will be considered an open
network and not adequately secure for the transmission of unencrypted PI, PFI, •
PHI or confidential DHHS data.

8. "Personal Information" (or "PI") means information which can be used to distinguish
or trace an individual's identity, such as their name, social security number, personal
information as defined in New Hampshire RSA 359-C:19, biometric records, etc.,
alone, or when combined with other personal or Identifying information which is linked
or linkable to a specific individual, such as date and place of birth, mother's maiden
name, etc.

9. "Privacy Rule" shall mean the Standards for Privacy of Individually Identifiable"Health
Information at 45 C.F.R. Parts 160 and 164, promulgated under HIPAA by the United
States Department of Health and Human Services.

10. "Protected Health Information" (or "PHI") has the same meaning as provided in the
definition of "Protected Health Information" in the HIPAA Privacy Rule at 45 C.F.R. §
160.103.

11. "Security Rule" shall mean the Security Standards for the Protection of Electronic
Protected Health Information at 45 C.F.R. Part 164, Subpart C, and amendments
thereto.

12. "Unsecured Protected Health Information" means Protected Health Information that is

not secured by a technology standard that renders Protected Health Information
unusable, unreadable, or indecipherable to unauthorized individuals and is
developed or endorsed by a standards developing organization that is accredited by
the American National Standards Institute.

I. RESPONSIBILITIES OF DHHS AND THE CONTRACTOR

A. Business Use and Disclosure of Confidential Information.

1. The Contractor must not use, disclose, maintain or transmit Confidential Information
except as reasonably necessary as outlined under this Contract. Further, Contractor,
including but not limited to all its directors, officers, employees and agents, must not
use, disclose, maintain or transmit PHI in any manner that would constitute a violation
of the Privacy and Security Rule.

2. The Contractor must not disclose any Confidential Information in response to a
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request for disclosure on the basis that it is required by law, in response to a
subpoena, etc., without first notifying DHHS so that DHHS has an- opportunity to
consent or object to the disclosure.

3. If DHHS notifies the Contractor that DHHS has agreed to be bound by additional
restrictions over and above those uses or disclosures or security safeguards of PHI
pursuant to the Privacy and Security Rule, the Contractor must be bound by such
additional restrictions and must not disclose PHI In violation of such additional
restrictions and must abide by any additional security safeguards.

4. The Contractor agrees that DHHS Data or derivative there from disclosed to an End
User must only be used pursuant to the terms of this Contract.

5. The Contractor agrees DHHS Data obtained under this Contract may not be used for
any other purposes that are not indicated in this Contract.

6. The Contractor agrees to grant access to the data to the authorized representatives
of DHHS for the purpose of inspecting to confirm compliance with the terms of this
Contract.

METHODS OF SECURE TRANSMISSION OF DATA

1. Application Encryption. If End User Is transmitting DHHS data containing
Confidential Data between applications, the Contractor attests the applications have
been evaluated by an expert knowledgeable in cyber security and that said
application's encryption capabilities ensure secure transmission via the internet.

2. Computer Disks and Portable Storage Devices. End User may not use computer disks
or portable storage devices, such as a thumb drive, as a method of transmitting DHHS
data. ^

3. Encrypted Email. End User may only employ email to transmit Confidential Data if
email is encrvoted and being sent to and being received by email addresses of
persons authorized to receive such information.

4. Encrypted Web Site. If End User is employing the Web to transmit Confidential
Data, the secure socket layers (SSL) must be used and the web site must be
secure. SSL encrypts data transmitted via a Web site.

5. File Hosting Services, also known as File Sharing Sites. End User may not use file
hosting services, such as Dropbox or Google Cloud Storage, to transmit
Confidential Data.

6. Ground Mail Service. End User may only transmit Confidential Data via certified ground
mail within the continental U.S. and when sent to a named individual.

7. Laptops and PDA. If End- User is employing portable devices to transmit
Confidential Data said devices must be encrypted and password-protected.

8. Open Wireless Networks. End User may not transmit Confidential Data via an open
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wireless network. End User must employ a virtual private network (VPN) when
remotely transmitting via an open wireless network.

9. Remote User Communication. If End User is employing remote communication to
access or transmit Confidential Data, a virtual private network (VPN) must be
installed on the End User's mobile device(s) or laptop from which information will be
transmitted or accessed.

10. SSH File Transfer Protocol (SFTP), also known as Secure File Transfer Protocol. If
End User is employing an SFTP to transmit Confidential Data, End User will
structure the Folder and access privileges to prevent inappropriate disclosure of
information. SFTP folders and sub-folders used for transmitting Confidential Data will
be coded for 24-hour auto-deletion cycle (i.e. Confidential Data will be deleted every 24
hours).

11. Wireless Devices. If End User is transmitting Confidential Data via wireless devices, all
data must be encrypted to prevent inappropriate disclosure of information.

RETENTION AND DISPOSITION OF IDENTIFIABLE RECORDS

The Contractor will only retain the data and any derivative of the data for the duration of this
Contract. After such time, the Contractor will have 30 days to destroy the data and any
derivative in whatever form it may exist, unless, otherwise required by law or permitted
under this Contract. To this end, the parties must:

A. Retention

1. The Contractor agrees it will not store, transfer or process data collected in
connection with the services rendered under this Contract outside of the United

States. This physical location requirement shall also apply in the implementation of
cloud computing, cloud service or cloud storage capabilities, and includes backup
data and Disaster Recovery locations.

i

2. The Contractor agrees to ensure proper security monitoring capabilities are in
place to detect potential security events that can impact State of NH systems
and/or Department confidential information for contractor provided systems.

3. The Contractor agrees to provide security awareness and education for its End
Users in support of protecting Department confidential information.

4. The Contractor agrees to retain all electronic and hard copies of Confidential Data
in a secure location and identified in section IV. A.2

5. The Contractor agrees Confidential Data stored in a Cloud 'must be in a
FedRAMP/HITECH compliant solution and comply with all applicable statutes and
regulations regarding the privacy and security. All servers and devices must have
currently-supported and hardened operating systems, the latest anti-viral, anti-
hacker, anti-spam, anti-spyware, and anti-malware utilities. The environment, as a
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whole, must have aggressive intrusion-detection and firewall protection.

6. The Contractor agrees to and ensures its complete cooperation with the State's
Chief Information Officer In the detection of any security vulnerability of the hosting
infrastructure.

B. Disposition

1. If the Contractor will maintain any Confidential Information on its systems (or its
sub-contractor systems), the Contractor will maintain a documented process for
securely disposing of such data upon request or contract termination: and will
obtain written certification for any State of New Hampshire data destroyed by the
Contractor or any subcontractors as a part of ongoing, emergency, and or disaster
recovery operations. When no longer in use, electronic media containing State of
New Hampshire data shall be rendered unrecoverable via a secure wipe program
in accordance with industry-accepted standards for secure deletion and media
sanitization, or otherwise physically destroying the media (for example,
degaussing) as described In NISI Special Publication 800-88, Rev 1, Guidelines
for Media Sanitization, National Institute of Standards and Technology, U. S.
Department of Commerce. The Contractor will document and certify in writing at
time of the data destruction, and will provide written certification to the Department
upon request. The written certification will include all details necessary to
demonstrate data has been properly destroyed and validated. Where applicable,
regulatory and professional standards for retention requirements will be jointly
evaluated by the State and Contractor prior to destruction.

2. Unless otherwise specified, within thirty (30) days of the termination of this
Contract, Contractor agrees to destroy all hard copies of Confidential Data using a
secure method such as shredding.

3. Unless otherwise specified, within thirty (30) days of the termination of this
Contract, Contractor agrees to completely destroy all electronic Confidential Data
by means of data erasure, also known as secure data wiping.

IV. PROCEDURES FOR SECURITY

A. Contractor agrees to safeguard the DHHS Data received under this Contract, and any
derivative data or files, as follows:

1. The Contractor will maintain proper security controls to protect Department
confidential information collected, processed, managed, and/or stored in the delivery
of contracted services.

2. The Contractor will maintain policies and procedures to protect Department
confidential information throughout the information lifecycle, where applicable, (from.
creation, transformation, use, storage and secure destruction) regardless of the
media used to store the data (i.e., tape, disk, paper, etc.).
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3. The Contractor will maintain appropriate authentication and access controls to
contractor systems that collect, transmit, or store Department confidential information
where applicable.

4. The Contractor will ensure proper security monitoring capabilities are in place to
detect potential security events that can impact State of NH systems and/or
Department confidential information for contractor provided systems.

5. The Contractor will provide regular security awareness and education for its End
Users in support of protecting Department confidential information.

6. If the Contractor will be sub-contracting any core functions of the engagement
supporting the services for State of New Hampshire, the Contractor will maintain a
program of an Internal process or processes that defines specific security
expectations, and monitoring compliance to security requirements that at a minimum
match those for the Contractor, including breach notification requirements.

7. The Contractor will work with the Department to sign and comply with all applicable
State of New Hampshire and Department system access and authorization policies
and procedures, systems access forms, and computer use agreements as part of.
obtaining and maintaining access to any Department system(s). Agreements will be
completed and signed by the Contractor and any applicable sub-contractors prior to
system access being authorized.

8. If the Department determines the Contractor is a Business Associate pursuant to 45
CFR 160.103, the Contractor will execute a HIPAA Business Associate Agreement
(BAA) with the Department and is responsible for maintaining compliance with the
agreement.

9. The Contractor will work with the Department at its request to complete a System
Management Survey. The purpose of the survey is to enable the Department and
Contractor to monitor for any changes in risks, threats, and vulnerabilities that may
occur over the life of the Contractor engagement. The survey will be completed
annually, or an alternate time frame at the Departments discretion with agreement by
the Contractor, or the Department may request the survey be completed when the
scope of the engagement between the Department and the Contractor changes.

10. The Contractor will not store, knowingly or unknowingly, any State of New Hampshire
or Department data offshore or outside the boundaries of the United States unless
prior express written consent is obtained from the Information Security Office
leadership member within the Department.

11. Data Security Breach Liability. In the event of any security breach Contractor shall
make efforts to investigate the causes of the breach, promptly take measures to
prevent future breach and minimize any damage or loss resulting from the breach.
The State shall recover from the Contractor all costs of response and recovery from
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the breach, including but not limited to: credit monitoring services, mailing costs and
costs associated with website and telephone call center services necessary due to
the breach.

12. Contractor must, comply with all applicable statutes and regulations regarding the
privacy and security of Confidential Information, and must in all other respects
maintain the privacy and security of PI and PHI at a level and scope that is not less
than the level and scope of requirements applicable to federal agencies, including,
but not limited to, provisions of the Privacy Act of 1974 (5 U.S.C. § 552a), DHHS
Privacy Act Regulations {45 C.F.R. §5b), HIPAA Privacy and Security Rules (45
C.F.R. Parts 160 and 164) that govern protections for individually identifiable health
Information and as applicable under State law.

13. Contractor agrees to establish and maintain appropriate administrative, technical, and
physical safeguards to protect the confidentiality of the Confidential Data and to
prevent unauthorized use or access to it. The safeguards must provide a level and
scope of security that is not less than the level and scope of security requirements
established by the State of New Hampshire, Department of Information Technology.
Refer to Vendor Resources/Procurement at https://www.nh.gov/doit/vendor/index.htm
for the Department of Information Technology policies, guidelines,.standards, and
procurement information relating to vendors.

14. Contractor agrees to maintain a documented breach notification and incident
response process. The Contractor will notify the State's Privacy Officer and the
State's Security Officer of any security breach immediately, at the email addresses
provided in Section VI. This includes a confidential information breach, computer
security incident, or suspected breach which affects or includes any State of New.
Hampshire systems that connect to the State of New Hampshire network.

15. Contractor must restrict access to the Confidential Data obtained under this

Contract to only those authorized End Users who need such DHHS Data to
perform their official duties in connection with purposes identified in this Contract.

16. The Contractor must ensure that all End Users:

a. comply with such safeguards as referenced in Section IV A. above,
implemented to protect Confidential Information that is furnished by DHHS
under this Contract from loss, theft or inadvertent disclosure.

b. safeguard this information at all times.

c. ensure that laptops and other electronic devices/media containing PHI, PI, or
PFI are encrypted and password-protected.

d. send emails containing Confidential Information only if encrypted and being
sent to and being received by email addresses of persons authorized to
receive such information.
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e. limit disclosure of the Confidential Information to the extent permitted by law.

f. Confidential Information received under this Contract and individually
identifiable data derived from DHHS Data, must be stored in an area that is
physically and technologically secure from access by unauthorized persons
during duty hours as well as non-duty hours (e.g., door locks, card keys,
biometric identifiers, etc.).

g. only authorized End Users may transmit the Confidential Data, including any
derivative files containing personally identifiable Information, and in all cases,
such data must be encrypted at all times when in transit, at rest, or when
stored on portable media as required in section IVabove.

h. in all other instances Confidential Data must be maintained, used and

disclosed using appropriate safeguards, as determined by a risk-based
assessment of the circumstances involved.

i. understand that their user credentials (user name and password) must not be
shared with anyone. End Users will keep their credential information secure.
This applies to credentials used to access the site directly or indirectly through
a third party application.

Contractor is responsible for oversight and compliance of their End Users. DHHS
reserves the right to conduct onsite inspections to monitor compliance with this
Contract, including the privacy and security requirements provided in herein, HIPAA,
and other applicable laws and Federal regulations until such time the Confidential Data
is disposed of in accordance with this Contract.

V. LOSS REPORTING

The Contractor must notify the State's Privacy Officer and Security Officer of any
Security Incidents and Breaches immediately, at the email addresses provided in
Section Vl.

The Contractor must further handle and report Incidents and Breaches involving PHI in
accordance with the agency's documented Incident Handling and Breach Notification
procedures and in accordance with 42 C.F.R. §§ 431.300 - 306. In addition to, and
notwithstanding. Contractor's compliance with all applicable obligations and procedures.
Contractor's procedures must also address how the Contractor will:

1. Identify Incidents;

2. Determine if personally identifiable information is involved in Incidents;

3. Report suspected or confirmed Incidents as required in this Exhibit or P-37:

4. Identify and convene a core response group to determine the risk level of Incidents
and determine risk-based responses to lncidents;and
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5. Determine whether Breach notification is required, and, if so. identify appropriate
Breach notification methods, timing, source, and contents from among different
options, and bear costs associated with the Breach notice as well as any mitigation
measures.

Incidents and/or Breaches that implicate PI must be addressed and reported, as
applicable, in accordance with NH RSA 359-C:20.

VI. PERSONS TO CONTACT

A. DHHS Privacy Officer:

DHHSPrivacyOfficer@dhhs.nh.gov

B. DHHS Security Officer:

DHHSInformationSecurityOffice@dhhs.nh.gov
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state of New Hampshire

Department of State

CERTIFICATE

I, William M. Gardner, Secretary of State of the State of New Hampshire, do hereby certify that MTX GROUP INC is a New

York Profit Corporation registered to transact business in New Hampshire on May 24, 2018. 1 further certify, that all fees and

documents required by the Secretary of State's office have been received and is in good standing as far as this office is concerned.

Business ID: 795645

Certificate Number: 0004921309

A*

IN TESTIMONY WHEREOF.

I hereto set my hand and cause to be affixed

the Seal of the State of New Hampshire,

this 27th day of May A.D. 2020.

William M. Gardner

Secretary of State



Cornorate Resolution

I, Jeffrey Gautsche , hereby certify that I am duly elected Clerk/Secretary of
(iS'atnc)

MTX Group inc. • I hereby certify the following is a true copy of a
{^'ame of Corporalinn or /./.(')

vote taken at a meeting of the Board of Directors/shareholders, duly called and held on May

{Day)

(Monlh)

. 20on at which a quorum of the Directors/shareholders were present and voting..

VOTED; That Das Nobel, CEO (may list more than one person) is duly authorized to
{Name and Title)

enter into contracts or agreements on behalf of MTX Group Inc. with
{Name of Corporation or LLC)

the State of New Hampshire and any of its agencies or departments and further is authorized to execute any

documents which may in his/her judgment be desirable or necessary to effect the purpose of this vote.

I hereby certify that said vote has not been amended or repealed and remains in full force and effect as of

the date of the contract to which this certificate is attached. I fojrther certify that it is understood that the State of

New Hampshire will rely on this certificate as evidence that the person(s) listed above currently occupy the

position(s) indicated and that they have ftill authority to bind the corporation. To the extent that there are any limits

on the authority of any listed individual to bind the corporation in contracts with the State of New Hampshire, all

such limitations are expressly stated herein.

DATED: 5/29/2020 ' ATTEST:
{Name and Title)

Jeffrey Gautsche
Secretary & General Counsel



ACORD CERTIFICATE OF LIABILITY INSURANCE
DATE (MM/DD/YYYY)

05/27/2020

THIS CERTIFICATE IS ISSUED AS A MATTER OF INFORMATION ONLY AND CONFERS NO RIGHTS UPON THE CERTIFICATE HOLDER. THIS

CERTIFICATE DOES NOT AFFIRMATIVELY OR NEGATIVELY AMEND, EXTEND OR ALTER THE COVERAGE AFFORDED BY THE POLICIES
BELOW. THIS CERTIFICATE OF INSURANCE DOES NOT CONSTITUTE A CONTRACT BETWEEN THE ISSUING INSURER{S). AUTHORIZED

REPRESENTATIVE OR PRODUCER, AND THE CERTIFICATE HOLDER.

IMPORTANT: If the certificate holder Is an ADDITIONAL INSURED, the pollcy(les) must have ADDITIONAL INSURED provisions or be endorsed.
If SUBROGATION IS WAIVED, subject to the terms and conditions of the policy, certain policies may require an endorsement. A statement on
this certificate does not confer rights to the certlflcate holder In lieu of such endor8ement(8).

PRODUCER

RSC Insurance Brokerage, Inc.

5141 vyheells Drive

Memphis TN 38117

Patricia Grifnn

PHONE PAX(^.No.ExO: (AAC.Nol:
ADoliESS- PsdffiniSrisk-stralegies.COm

INSURER(S| AFFORDING COVERAGE NAIC «

INSURER A; Insurance Co 29459

INSURED

MIX Group. Inc.

1450 Western Avenue

Suite 304

Albany NY 12203

INSURER 0: Sentinel Ins. Co. 11000

INSURER c: Insurance Company 37273

INSURER 0:

INSURER E :

INSURER F :

COVERAGES CERTIFICATE NUMBER: REVISION NUMBER:

LTR

THIS IS TO CERTIFY THAT THE POLICIES OF INSURANCE LISTED BELOW HAVE BEEN ISSUED TO THE INSURED NAMED ABOVE FOR THE POLICY PERIOD

INDICATED. NOTWITHSTANDING ANY REQUIREMENT. TERM OR CONDITION OF ANY CONTRACT OR OTHER DOCUMENT WITH RESPECT TO WHICH THIS

CERTIFICATE MAY BE ISSUED OR MAY PERTAIN. THE INSURANCE AFFORDED BY THE POLICIES DESCRIBED HEREIN IS SUBJECT TO ALL THE TERMS.

EXCLUSIONS AND CONDITIONS OF SUCH POLICIES. LIMITS SHOWN MAY HAVE BEEN REDUCED BY PAID CLAIMS.

MLWVEPP
■"U

EOLieVEXP
TYPE OP INSURANCE

X
'livJiJ POLICY NUMBER

COMMERCIAL GENERAL LIABILITY

CLAIMS-MADE OCCUR

GENT. AGGREGATE LIMIT APPLIES PER:

POLICY

OTHER:

X
c bimi f rk»co r

□LOC

20SBARG2520

(MM/DO/YYYY)

06/01/2020

(MM/DD/YYYYI

06/01/2021

LIMITS

EACH OCCURRENCE
DAJJAGE TO RENTED
PREMISES (Et occurreneel

MEO EXP (Any OfW pAnOO)

PERSONAL & AOV INJURY

GENERAL AGGREGATE

PRODUCTS • COMP/OP AGG

COMBINED SINGLE LIMIT
(Ee tccWanll

1.000,000

1.000.000

10.000

1.000.000

2.000,000

2.000,000

AUTOMOBILE LIABILfTY

ANYAUTO

1.000,000

X

BODILY INJURY (Par paraon)

OWNED
AUTOS ONLY
HIRED
AUTOS ONLY X

SCHEDULED
AUTOS
NON-OWNED
AUTOS ONLY

20SBARG2520 06/01/2020 06/01/2021 BODILY INJURY (Par aecUant)
"PHCFERTyTXmaBE
(Per aeddantl

X UMBRELLA LIAS

EXCESS LIAB

OED

X OCCUR

CLAIMS-MADE

EACH OCCURRENCE 10,000,000

20SBARG2520 06/01/2020 06/01/2021 10,000,000

X RETENTION S 10-000
"STfT
ERWORKERS COMPENSATION

AND EMPLOYERS- LWBILITY
ANY PROPRIETOR/PARTNER/EXECUTIVE
OPPICERMEMBER EXCLUDED?
(Mandttoryln NH)
II yaa, claacrtba undar
DESCRIPTION OP OPERATIONS balow

STATUTE

H 20WECKZ6504 06A)1/2020 06/01/2021 E,L. EACHACCOENT 1.000,000

E.L DISEASE - EA EMPLOYEE 1.000,000

E.L. DISEASE - POLICY LIMIT 1,000,000

Professional Liability (Tech E&O)
Cyber Liability P00100030592601 04/21/2020 04/21/2021

Per Claim Limit

Aggregate Limit
Deductible

S5.000.000

$5,000,000

$15,000

DESCRIPTION OP OPERATIONS I LOCATIONS / VEHICLES (ACORD 101. AddlUonal Ramarkt Schaduta. may ba attachad If cnora apaca It raqulrad)

State of New Hampshire Admlnlsirailve Sen/Ices
Bureau of Purchase & Properly
25 Capitol Street. Room 102
Concord NH 03301

1

SHOULD ANY OF THE ABOVE DESCRIBED POLICIES BE CANCELLED BEFORE
THE EXPIRATION DATE THEREOF, NOTICE WILL BE DELIVERED IN
ACCORDANCE WITH THE POLICY PROVISIONS.

AUTHORIZED REPRESENTATIVE

ACORD 25 (2016/03)

Q 1986-2015 ACORD CORPORATION. All rights reserved.

The ACORD name and logo are registered marks of ACORD




